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Abstract of the contribution: This contribution is to update the RAN TR number.
1. Introduction
TR 38.769 has been allocated for "Study on solutions for Ambient IoT (Internet of Things) in NR"
2. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-13.
* * * * First Change * * * *
1
Scope

The present document studies the architecture support of Ambient IoT Devices, based on the services requirements defined in TS 22.369 [2] applicable to the Device types, traffic types, use cases and connectivity topologies defined in TR 38.769 [8].

* * * * Next Change * * * *
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 22.369: "Service requirements for Ambient power-enabled IoT".
[3]
3GPP RP-234058: "New SID: Study on solutions for Ambient IoT (Internet of Things) in NR".

[4]
3GPP TS 23.501: "System Architecture for the 5G System (5GS); Stage 2".

[5]
3GPP TS 23.502: "Procedures for the 5G System; Stage 2".

[6]
3GPP TS 23.503: "Policies and Charging control framework for the 5G System; Stage 2".

[7]
3GPP TR 38.848: "Technical Specification Group Radio Access Network; Study on Ambient IoT (Internet of Things) in RAN".

[8]
3GPP TR 38.769: "Study on solutions for Ambient IoT (Internet of Things) in NR".

* * * * Next Change * * * *
4.1
Architectural Assumptions

-
The following traffic types for Ambient IoT Device are to be studied:
-
DT: Device-terminated; and
-
DO-DTT: Device-originated - device-terminated triggered.

NOTE 1:
The final decision for including DO-A (Device-originated - autonomous) in the study depends on RAN decision.

-
The following two connectivity topologies as defined in TR 38.848 [7] are to be studied:

-
Topology 1: BS <--> Ambient IoT Device;

-
Topology 2: BS <--> intermediate node <--> Ambient IoT Device: Only a UE can act as an intermediate node which is under the network control.
-
The communication spectrum is assumed to be licensed.
-
Handover is not supported.

-
RRC states are not supported by AIoT Devices (see TR 38.769 [8])

-
No mobility (i.e. at least no cell selection/re-selection-like function) supported by AIoT Devices (see TR 38.769 [8])

Editor's note:
The meaning of no mobility is to be clarified by RAN.
NOTE 2: 
Coordination with RAN is required to determine the Ambient IoT Device capabilities in relation to system level of functionality (considering e.g. traffic scenarios, connectivity topologies etc.).

NOTE 3:
The security aspects for Ambient IoT requires coordination with SA WG3.

NOTE 4:
The charging aspects for Ambient IoT will be studied by SA WG5.

NOTE 5:
The NAS based Congestion control is not in the scope of this study.
* * * * Next Change * * * *
5.1
Key Issue #1: Architecture support of Ambient IoT Devices
5.1.1
Description
This key issue will address the system architecture to support Ambient IoT Devices, especially on the following aspects:

-
System architecture identified along with the solutions for KI#2 and KI#3.
-
Authentication and authorization for the Ambient IoT Device;
-
Validation of the Ambient IoT Device identifier;
NOTE 1:
Format of the Ambient IoT Device identifier is addressed in KI#2.
-
Whether and how to secure device operations and services for an Ambient IoT Device or a group of Ambient IoT Devices;

NOTE 2:
This key issue will take into account the outcome of RAN study in TR 38.769 [8].


NOTE 3: 
The security aspects related to this key issue, including the enable/disable device operation, requires coordination with SA WG3.
* * * * End of Changes * * * *
